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JOINT STATEMENT ON LIQUIDITY RISKS TO BANKING 
ORGANIZATIONS RESULTING FROM CRYPTO-ASSET 

MARKET VULNERABILITIES 
 

I. INTRODUCTION 
 
The federal banking agencies have issued a Joint Statement on the liquidity risks presented 
by certain sources of funding from crypto-asset-related entities, and some effective practices 
to manage such risks. 
 
The Statement reminds banking organizations to apply existing risk management principles; 
it does not create new risk management principles. Banking organizations are neither 
prohibited nor discouraged from providing banking services to customers of any specific 
class or type, as permitted by law or regulation. 
 
II. LIQUIDITY RISKS RELATED TO CERTAIN SOURCES OF FUNDING FROM 

CRYPTO-ASSET-RELATED ENTITIES 
 

The Statement highlights key liquidity risks associated with crypto-assets and crypto-asset 
sector participants of which banking organizations should be aware. In particular, certain 
sources of funding from crypto-asset-related entities may pose heightened liquidity risks to 
banking organizations due to the unpredictability of the scale and timing of deposit inflows 
and outflows, including, for example:  

 
• Deposits placed by a crypto-asset-related entity that are for the benefit of the 

crypto-asset-related entity’s customers (end customers). The stability of such 
deposits may be driven by the behavior of the end customer or crypto-asset sector 
dynamics, and not solely by the crypto-asset-related entity itself, which is the 
banking organization’s direct counterparty. The stability of the deposits may be 
influenced by, for example, periods of stress, market volatility, and related 
vulnerabilities in the crypto-asset sector, which may or may not be specific to the 
crypto-asset-related entity. Such deposits can be susceptible to large and rapid 
inflows as well as outflows, when end customers react to crypto-asset-sector-related 
market events, media reports, and uncertainty. This uncertainty and resulting deposit 
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volatility can be exacerbated by end customer confusion related to inaccurate or 
misleading representations of deposit insurance by a crypto-asset related entity. 
 

• Deposits that constitute stablecoin-related reserves. The stability of such deposits 
may be linked to demand for stablecoins, the confidence of stablecoin holders in the 
stablecoin arrangement, and the stablecoin issuer’s reserve management practices. 
Such deposits can be susceptible to large and rapid outflows stemming from, for 
example, unanticipated stablecoin redemptions or dislocations in crypto-asset 
markets. 
 

More broadly, when a banking organization’s deposit funding base is concentrated in crypto-
asset-related entities that are highly interconnected or share similar risk profiles, deposit 
fluctuations may also be correlated, and liquidity risk therefore may be further heightened. 

 
III.  EFFECTIVE RISK MANAGEMENT PRACTICES 
 
In light of these heightened risks, it is important for banking organizations that use certain 
sources of funding from crypto-asset-related entities, such as those described above, to 
actively monitor the liquidity risks inherent in such funding sources and establish and 
maintain effective risk management and controls commensurate with the level of liquidity 
risks from such funding sources. Effective practices for these banking organizations could 
include, for example:  

 
• Understanding the direct and indirect drivers of potential behavior of deposits from 

crypto-asset-related entities and the extent to which those deposits are susceptible to 
unpredictable volatility.  

• Assessing potential concentration or interconnectedness across deposits from crypto 
asset-related entities and the associated liquidity risks.  

• Incorporating the liquidity risks or funding volatility associated with crypto-asset 
related deposits into contingency funding planning, including liquidity stress testing 
and, as appropriate, other asset-liability governance and risk management processes. 

• Performing robust due diligence and ongoing monitoring of crypto-asset-related 
entities that establish deposit accounts, including assessing the representations made 
by those crypto-asset-related entities to their end customers about such deposit 
accounts that, if inaccurate, could lead to rapid outflows of such deposits. 

 
In addition, banking organizations are required to comply with applicable laws and 
regulations. For insured depository institutions this includes, but is not limited to, compliance 
with brokered deposits rules, as applicable, and Consolidated Reports of Condition and 
Income (also known as the Call Report) filing requirements. 

 
 
 
The foregoing Compliance Update is for informational purposes only, and does not constitute legal advice.  As a 
reminder, the NBA general counsel is the attorney for the Nebraska Bankers Association, not its member banks.  The 
general counsel is available to assist members with finding resources to help answer their questions.  However, for specific 
legal advice about specific situations, members must consult and retain their own attorney. 


